
 
 

Notice to California Residents 

This Notice to California Residents (“Notice”), in conjunction with the Privacy Policy above, 
describes how we collect, use, and disclose personal information of California residents 
within the scope of the California Consumer Privacy Act, as amended by the California 
Privacy Rights Act, and its implementing regulations (“CCPA”), as well as your rights in 
connection with this information. Your continued use of the Channels means that you accept 
the activities described in this Notice and the Privacy Policy.  

The table below describes the personal information we collect, why we collect it, the 
categories third parties we share it with, and our purposes for sharing it. As shown below, our 
use of third-party cookies qualifies as “selling” and “sharing” personal information, as those 
terms are defined by the CCPA. We will only retain your personal information for as long as 
necessary to achieve the purposes stated below, or for other permitted purposes (such as to 
comply with any legal obligations). Specific retention periods vary based on our business and 
legal needs and obligations. The details of the table that apply to your personal information 
can vary depending on the Channels through which you interact with us. Please visit GE 
HealthCare Privacy Policy to access our full Privacy Policy and additional information 
regarding your personal information and privacy.  

Category of 
personal 
information 

Sources of 
this personal 
information 

How we use this 
personal information 

Categories of third 
parties to whom we may 
disclose personal 
information for a 
business purpose  

Categories of third 
parties to whom we 
may “sell” and 
“share” personal 
information  

Identifiers 
(such as 
contact 
details, IP 
address, 
device and 
online 
identifiers, 
account 
credentials 
and security 
questions) 

• Directly 
from you 

• Cookies 
on the 
Channels 

• Our 
service 
providers 

• Providing and 
operating the 
Channels and our 
products and 
services 

• Processing and 
fulfilling orders and 
returns 

• Processing and 
responding to 
requests, inquiries, 
or other 
communications 
from you 

• Creating and 
administering your 
MyGEHealthcare 
account 

• Providing customer 
and technical 
support 

• Providing you with 
information, 
marketing materials, 
and advertisements 

• Conducting surveys, 
special events, 
contests, or other 
promotions 

• Performing data 
analytics and market 
research 

• Operating, 
evaluating, and 
improving our 
Channels and our 
business 

• Protecting against, 
identifying and 

• Data storage and 
security providers 

• Order fulfillment 
providers 

• Database 
management 
providers 

• Payment processors  
• Advertising, 

marketing, and social 
media companies 

• Market research & 
data enrichment 
providers 

• Companies that help 
with our products and 
product 
recommendations 

• Related entities, such 
as our parent, 
subsidiaries and 
affiliates  

• Professional advisors 
(such as lawyers, 
accountants, and 
consultants) 

• Governmental and 
law enforcement 
officials, or parties to 
legal proceedings 

• Advertising, 
marketing, 
social media 
and advertising 
facilitating 
companies  

• Data analytics 
providers   

https://www.ge.com/privacy/california-notice
https://www.gehealthcare.com/about/privacy/privacy-policy?showPopup=false
https://www.gehealthcare.com/about/privacy/privacy-policy?showPopup=false
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combatting fraud 
and other criminal 
activity, claims, and 
other liabilities 

• Maintaining the 
safety and security 
of our Channels, 
products, and 
resources 

• Complying with or 
enforce legal 
requirements, 
relevant industry 
standards, 
contractual 
obligations, and our 
policies 

• Responding to legal, 
court, regulatory, or 
law enforcement 
requests or 
investigations 

Demographic 
information 
(e.g., date of 
birth, gender 
ethnicity) 

• Directly 
from you 

• Our 
service 
providers 

• Performing data 
analytics and market 
research 

• Operating, 
evaluating, and 
improving our 
Channels and our 
business 

• Complying with or 
enforce legal 
requirements, 
relevant industry 
standards, 
contractual 
obligations, and our 
policies (including 
diversity, equity, and 
inclusion analytics 
and reporting) 

• Data storage and 
security providers 

• Database 
management 
providers 

• Market research & 
data enrichment 
providers 

• Related entities, such 
as our parent, 
subsidiaries and 
affiliates  

• Professional advisors 
(such as lawyers, 
accountants, and 
consultants) 

• Governmental and 
law enforcement 
officials, or parties to 
legal proceedings 

• N/A 

Financial 
Information  
(such as 
payment card 
or bank 
account 
details, billing 
information) 

• Directly 
from you 

• Our 
service 
providers 

• Processing and 
fulfilling orders and 
returns 

• Creating and 
administering your 
MyGEHealthcare 
account 

• Providing customer 
and technical 
support 

• Protecting against, 
identifying and 
combatting fraud 
and other criminal 
activity, claims, and 
other liabilities 

• Complying with or 
enforce legal 
requirements, 
relevant industry 
standards, 
contractual 
obligations, and our 
policies 

• Responding to legal, 

• Data storage and 
security providers 

• Order fulfillment 
providers 

• Payment processors 
• Related entities, such 

as our parent, 
subsidiaries and 
affiliates  

• Professional advisors 
(such as lawyers, 
accountants, and 
consultants) 

• Governmental and 
law enforcement 
officials, or parties to 
legal proceedings 

N/A 
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court, regulatory, or 
law enforcement 
requests or 
investigations 

Commercial 
information  
(such as 
purchase and 
customer 
service 
history) 

• Directly 
from you 

• Our 
service 
providers 

• Providing and 
operating the 
Channels and our 
products and 
services 

• Processing and 
fulfilling orders and 
returns 

• Processing and 
responding to 
requests, inquiries, 
or other 
communications 
from you 

• Creating and 
administering your 
MyGEHealthcare 
account 

• Providing customer 
and technical 
support 

• Providing you with 
information, 
marketing materials, 
and advertisements 

• Conducting surveys, 
special events, 
contests, or other 
promotions 

• Performing data 
analytics and market 
research 

• Operating, 
evaluating, and 
improving our 
Channels and our 
business 

• Protecting against, 
identifying and 
combatting fraud 
and other criminal 
activity, claims, and 
other liabilities 

• Maintaining the 
safety and security 
of our Channels, 
products, and 
resources 

• Data storage and 
security providers 

• Order fulfillment 
providers 

• Database 
management 
providers 

• Advertising, 
marketing, and social 
media companies 

• Market research & 
data enrichment 
providers 

• Companies that help 
with our products and 
product 
recommendations 

• Related entities, such 
as our parent, 
subsidiaries and 
affiliates  

• Professional advisors 
(such as lawyers, 
accountants, and 
consultants) 

• Governmental and 
law enforcement 
officials, or parties to 
legal proceedings 

N/A 
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• Complying with or 
enforce legal 
requirements, 
relevant industry 
standards, 
contractual 
obligations, and our 
policies 

• Responding to legal, 
court, regulatory, or 
law enforcement 
requests or 
investigations 

Internet or 
other 
electronic 
network 
activity (such 
as 
clickstream 
data, online 
activities, 
Internet 
browsing and 
usage 
patterns, 
whether 
across the 
Channels or 
on third-party 
websites) 

• Cookies 
on the 
Channels 

• Our 
service 
providers 

• Providing and 
operating the 
Channels and our 
products and 
services 

• Processing and 
fulfilling orders and 
returns 

• Creating and 
administering your 
MyGEHealthcare 
account 

• Providing customer 
and technical 
support 

• Providing you with 
information, 
marketing materials, 
and advertisements 

• Conducting surveys, 
special events, 
contests, or other 
promotions 

• Performing data 
analytics and market 
research 

• Operating, 
evaluating, and 
improving our 
Channels and our 
business 

• Protecting against, 
identifying and 
combatting fraud 
and other criminal 
activity, claims, and 
other liabilities 

• Maintaining the 
safety and security 
of our Channels, 
products, and 
resources 

• Complying with or 
enforce legal 
requirements, 
relevant industry 
standards, 
contractual 

• Data storage and 
security providers 

• Database 
management 
providers 

• Advertising, 
marketing, and social 
media companies 

• Market research & 
data enrichment 
providers 

• Companies that help 
with our products and 
product 
recommendations 

• Related entities, such 
as our parent, 
subsidiaries and 
affiliates  

• Governmental and 
law enforcement 
officials, or parties to 
legal proceedings 

• Advertising, 
marketing, 
social media 
and advertising 
facilitating 
companies  

• Data analytics 
providers   
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obligations, and our 
policies 

• Responding to legal, 
court, regulatory, or 
law enforcement 
requests or 
investigations 

Geolocation 
information 
(the 
approximate 
location of 
you and your 
devices used 
to connect to 
the Channels 
as derived 
from your IP 
address) 

• Directly 
from you 

• Cookies 
on the 
Channels 

• Our 
service 
providers 

• Providing and 
operating the 
Channels and our 
products and 
services 

• Providing customer 
and technical 
support 

• Providing you with 
information, 
marketing materials, 
and advertisements 

• Performing data 
analytics and market 
research 

• Operating, 
evaluating, and 
improving our 
Channels and our 
business 

• Protecting against, 
identifying and 
combatting fraud 
and other criminal 
activity, claims, and 
other liabilities 

• Maintaining the 
safety and security 
of our Channels, 
products, and 
resources 

• Complying with or 
enforce legal 
requirements, 
relevant industry 
standards, 
contractual 
obligations, and our 
policies 

• Responding to legal, 
court, regulatory, or 
law enforcement 
requests or 
investigations 

• Data storage and 
security providers 

• Database 
management 
providers 

• Advertising, 
marketing, and social 
media companies 

• Market research & 
data enrichment 
providers 

• Companies that help 
with our products and 
product 
recommendations 

• Related entities, such 
as our parent, 
subsidiaries and 
affiliates  

• Governmental and 
law enforcement 
officials, or parties to 
legal proceedings 

• Advertising, 
marketing, 
social media 
and advertising 
facilitating 
companies  

• Data analytics 
providers  
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Audio, 
electronic, or 
visual 
information 
(such as 
photographs, 
call 
recordings) 

• Directly 
from you 

• Our 
service 
providers 

• Providing and 
operating the 
Channels and our 
products and 
services 

• Processing and 
responding to 
requests, inquiries, 
or other 
communications 
from you 

• Creating and 
administering your 
MyGEHealthcare 
account 

• Providing customer 
and technical 
support 

• Performing data 
analytics and market 
research 

• Operating, 
evaluating, and 
improving our 
Channels and our 
business 

• Protecting against, 
identifying and 
combatting fraud 
and other criminal 
activity, claims, and 
other liabilities 

• Maintaining the 
safety and security 
of our Channels, 
products, and 
resources 

• Complying with or 
enforce legal 
requirements, 
relevant industry 
standards, 
contractual 
obligations, and our 
policies 

• Responding to legal, 
court, regulatory, or 
law enforcement 
requests or 
investigations 

• Data storage and 
security providers 

• Database 
management 
providers 

• Advertising, 
marketing, and social 
media companies 

• Companies that help 
with our products and 
product 
recommendations 

• Related entities, such 
as our parent, 
subsidiaries and 
affiliates  

• Professional advisors 
(such as lawyers, 
accountants, and 
consultants) 

• Governmental and 
law enforcement 
officials, or parties to 
legal proceedings 

N/A 

Inferences 
about you  

• Cookies 
on the 
Channels 

• Our 
service 
providers 

• Providing and 
operating the 
Channels and our 
products and 
services 

• Providing you with 
information, 
marketing materials, 
and advertisements 

• Conducting surveys, 
special events, 
contests, or other 
promotions 

• Performing data 
analytics and market 
research 

• Operating, 

• Data storage and 
security providers 

• Database 
management 
providers 

• Advertising, 
marketing, and social 
media companies 

• Market research & 
data enrichment 
providers 

• Companies that help 
with our products and 
product 
recommendations 

• Related entities, such 
as our parent, 

N/A 
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evaluating, and 
improving our 
Channels and our 
business 

• Protecting against, 
identifying and 
combatting fraud 
and other criminal 
activity, claims, and 
other liabilities 

• Maintaining the 
safety and security 
of our Channels, 
products, and 
resources 

• Complying with or 
enforce legal 
requirements, 
relevant industry 
standards, 
contractual 
obligations, and our 
policies 

• Responding to legal, 
court, regulatory, or 
law enforcement 
requests or 
investigations 

subsidiaries and 
affiliates  

• Professional advisors 
(such as lawyers, 
accountants, and 
consultants) 

• Governmental and 
law enforcement 
officials, or parties to 
legal proceedings 

Biometric 
information 
(i.e., 
fingerprint) 

• Directly 
from you 

• Our 
service 
providers 

• Maintaining the 
safety and security 
of our Channels, 
products, and 
resources, in 
particular for 
processing the 
issuance of a band 
used by certain 
pharmaceutical 
businesses to 
identify you and 
grant you access to 
certain facilities or 
assets 

• Complying with or 
enforce legal 
requirements, 
relevant industry 
standards, 
contractual 
obligations, and our 
policies 

• Responding to legal, 
court, regulatory, or 
law enforcement 
requests or 
investigations  

• Data storage and 
security providers 

• Database 
management 
providers 

• Related entities, such 
as our parent, 
subsidiaries and 
affiliates  

• Professional advisors 
(such as lawyers, 
accountants, and 
consultants) 

• Governmental and 
law enforcement 
officials, or parties to 
legal proceedings 

N/A 

We do not knowingly sell or share personal information related to children under the age of 
16.   
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Your Rights 

Subject to any applicable exceptions, the CCPA affords California consumers the rights listed 
below. California consumers (or their authorized agents) may submit personal information 
requests via our CCPA Request Form, email to gehc.privacy@gehealthcare.com, (please 
indicate “CCPA Request” in the subject line and describe the request in the body), or phone 
at 833-248-6821.  

When you submit a request to Know, Delete, or Correct, we will ask for additional information 
to verify your identity. If you submit a request through an authorized agent, we may take 
steps to verify the agent’s identity and confirm the agent’s authority to act on your behalf, 
including requesting evidence of a power of attorney or other valid, written authority. We will 
not discriminate against you for exercising your personal information rights.  

• Right to Know More Information. You may have the right to confirm details about 
the personal information we have collected about you, including the categories 
collected, sources, the types of third parties to whom it was disclosed, sold, or 
shared, and our purposes for doing so. You also may have the right to request 
specific pieces of personal information; please note that we will take additional steps 
to verify your identify before fulfilling such a request.  

• Right to Delete Personal Information. You may be entitled to have us delete 
personal information that we collected from you, although we may be required or 
permitted to retain personal information in specific instances, in which case we will 
inform you of our reason for not deleting personal information. 

• Right to Correct Inaccurate Information. You may request that we correct 
information that we hold about you. 

• Right to Opt Out of Sales or Sharing. You may be entitled to opt out of sales and 
sharing of your personal information, either via the information offered above, or Do 
Not Sell or Share My Personal Information. 
 

https://submit-irm.trustarc.com/services/validation/66c4cc7e-4cb1-4c8e-80cb-37064aaf2774
mailto:gehc.privacy@gehealthcare.com
https://submit-irm.trustarc.com/services/validation/66c4cc7e-4cb1-4c8e-80cb-37064aaf2774
https://submit-irm.trustarc.com/services/validation/66c4cc7e-4cb1-4c8e-80cb-37064aaf2774

